


2025 ACCWPA 

ELECTION OF OFFICERS 

PRESIDENT: 
John Wilcox, SUREWAY Htg. - Clg. - Plbg. 

VICE PRESIDENT: 
Steve Boehmer, Boehmer Htg. and Clg. 

TREASURER: 
Chuck Rauch, Valley Heating and A/C 

SECRETARY: 
Dave Williams, A-Air, Inc. 

Officers Elections will be held at our November 12th General Meeting 

QUESTION OF THE MONTH - Federated Insurance

We are a small office with a hybrid remote/in-office work arrangement. We are trying to boost 
employee morale and get employees to come into the office more often. Are we allowed to 
celebrate employees' birthdays? We were thinking something simple like having everyone get 
together in the conference room to have cake whenever it's someone's birthday. 

ANSWER: 
Celebrating employees' birthdays can be a positive way for employers to build team rapport 
and show employees that employers value them. That said, employers should be aware of 
potential issues. 

When implementing a birthday recognition program, employers should be mindful of 
respecting employees 'privacy and preferences as well as avoiding discrimination concerns. 
One way to respectfully celebrate is to highlight employees born in the same month (which 
protects their actual birth date and age). Employers could also allow employees to voluntarily 
opt into the birthday recognition celebrations or have a way to easily opt out (such as a 
person they can contact if they would prefer not to have their birthday shared}. 

Furthermore, employers should be aware that some employees may have allergies, making 
them unable to eat cake or certain other foods. Employers should give employees the choice 
of whether they wish to have cake or a different food. 
It is always important to ensure that any workplace practice complies with broader principles 
of privacy and non-discrimination, even at a seemingly simple level, like birthday celebrations. 
Employers should work with local counsel for assistance with creating policies and practices 
that help boost employee morale while complying with all applicable laws. 

The HR Question of the Month is provided by Zywave®, a company wholly independent from Federated 
Insurance. Federated provides its clients access to this information through the Federated Employment 
Practices Network with the understanding that neither Federated nor its employees provide legal or 
employment advice. As such, Federated does not warrant the accuracy, adequacy, or completeness of the 
information herein. This information may be subject to restrictions and regulation in your state. Consult 
with your own qualified legal counsel regarding your specific facts and circumstances. 
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CYBER RISK MANAGEMENT PLAN ... Federated Insurance

Your employees are often your first line of defense in keeping 

your digital business assets secure. Using regular training 

programs and implementing a cyber risk management plan can 

be an effective way to build your line of defense against digital 

threats that could negatively impact your business, valuable 

information, and profits. Consider the following: 

Conduct Frequent Employee Training 

• Phishing Awareness - Teach employees to recognize

common phishing tactics, such as suspicious emails and

fraudulent links.

• Safe Browsing Habits - Instruct staff on best practices for

navigating the internet securely, including how to identify

secure websites.

• Password Management - Encourage the use of strong,

unique passwords and emphasize the importance of

changing them regularly.

• Regular Training - Use simulations and refresher courses

to help reinforce cyber security knowledge.

Utilize a Risk Management Plan 

• Regular Vulnerability Assessments - Conduct routine

checks to identify and evaluate potential cyber risks within

the organization.

• Automated Security Protocols - Implement automated

systems to oversee security measures, ensuring timely

updates and responses to threats.

• Incident Response Plans - Develop clear and structured

response strategies for addressing data breaches or

cyberattacks effectively.

Reach out to your local Federated® marketing representative to 

learn more about cyber safety and other risk management topics. 

This article is for general information and risk prevention only and should not be considered legal or other 
expert advice. The recommendations herein may help reduce, but are not guaranteed to eliminate, any or all 
risk of loss. Examples shown are for illustrative purposes only. The information herein may be subject to, 
and is not a substitute for, any laws or regulations that may apply. Qualified counsel should be sought with 
questions specific to your circumstances. ©2024 Federated Mutual Insurance Company. 
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